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A complete range of biometric access Add on solutions

Framework ¢ Products e Solutions

Unauthorized access to critical third party software like SCADA systems, CAM Software, Planning Software,
Administration management tools etc. can cost you millions in damages !

Traditional softwareloginprocessrelies on passwords. Passwords canbe shared, are forgotten,
misplaced, need frequent changes and so on. You can instantly plug-in the Streme Biometric
system into your existing third party software. With each vendor, you need a separate

registration process. Using Streme Biometric, you now combine authentication process into a
single suite.

Scada Software

Auto login to scada systems with biometric
authentication. This ensures that the scada software
doesnotloginatall withoutbiometricauthentication. In
environments, where control of factory processeshasto
bemonitoredandcontrolled, thisisamusthave add-on.

Corporate Control room systems

In control rooms, it is vital to restrict access only to
certain authorized employees and contractors. Control
rooms are centralto managing and controllingbusiness
and industrial processes. Cameras, safety equipment,
machines on the network etc. are all monitored in this
room. Robust authentication provided by Streme
Biometricisanestablishedrequirement.

Administration systems

Managing master data for administration systems is
critical. Authentic login by authorized personnel is
mandatory. Theaccesstomasterdataisvitalforsmooth
functioning of inter related systems. The Streme -
Biometric authentication add-on ensures that only T e
selectusersgetaccesstothemachines. )
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A complete range of biometric access Add on solutions

A range of devices that connect using industry standard protocols like serial,
usb, poe etc. are available for integration. Depending on the operating
requirement, environment conditions and interface, the correct model and
hardware OEMischosen.

With devices capable of storing hundreds to tens of thousands of finger prints,
the finger print devices are fast, reliable and rated to work in commercial or
industrialenvironments.

Iris scanning devices for very high security applications are integrated with the
authentication engine. These are usually used in addition to other
authenticationadd-onslikefingerprint, voice etc.

Voice recognition devices for additional layer of authentication. This
compares the voice sample of the person with the recorded sample and
grants access. Usually itis coupled with some other authentication module.

Face recognition and algorithms integrated for pattern matching to
automatically authenticate the users. This can use high end cameras or a
simple web camera focused on the user. Images can be captured for
comparisonorjustforreference. Optionally,videoscanbe storedandtaggedto
the user login in the video management server for seamless information
access.

Access engine is configured to work with almost any third party software like
scada, cctv control system etc. Integrating seamlessly with login modules, the
enginegrantsaccesstothethird party software only whenthebiometricsystem
issuccessful. Arange of devices and technologies like finger printdevice, face
recognition etc. are supported. Designed to be resilient to attempts to be
cloned, bypassed or shut down, the engine logs its activities in encrypted
formatandsendsalertsandstatustoacentralenterpriseserver.

Management suite registers the biometric information and maps the same to
access passwords. All information is stored in encrypted formatto preventun-
authorized access. A central management suite allows centralization of data
and link to active directory to enterprise wide biometric management. Self
registration or centralized registration of biometric information is provided for
largedeployments.
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Disclaimer: The system is designed to protect access to your data by additional biometric authentication. The system works only with correct
installation, regularmonitoring and acting on reports generated by the system. The system depends on continuous power, network connectivity etc.
tofunctionproperly. Anydirect, indirectorconsequentialdamages causedbythis systemshallbe limitedtothe purchaseprice ofthe system.
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